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Presentation summary
Session summary:

The automotive functional safety standard ISO 26262 describes the development of an ISO 26262 

compliant item. The standard states that products that have not originally been developed according to the 

ISO 26262 standard may be evaluated for use in compliant systems. This presentation explains how TI 

functional safety product categories align with ISO 26262 hardware element classes.
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What youôll learn:

- What makes a product functional safety compliant?

- What are the three types of ISO 26262 hardware element classes?

- How do TI functional safety product categories align with the standard? 

- What documentation does TI provide for customers to evaluate hardware architectural metrics?



TI Functional Safety product 
categories

3

Functional Safety-Capable

Functional Safety Quality-Managed

Functional Safety-Compliant



TI functional safety product categories
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Functional 
Safety-Capable

The simplest product 
category of analog 

products that can be 
evaluated for use in a 

functionally safe 
system

Functional Safety 
Quality-Managed

Moderately complex
products such as an 

MCU

Functional 
Safety-Compliant

The most complex 
products such as 

MCUs, 
microprocessors and 

complex analog signal-
chain and power 

products

Development 
process

TI quality-managed process

TI functional safety process

Analysis 
report

Functional safety FIT rate 
calculation

Failure mode distribution 
(FMD) and/or pin FMA*

Included in FMEDA Included in FMEDA

FMEDA

Fault-tree analysis (FTA)*

Diagnostics 
description

Functional safety manual

Certification
Functional safety product 
certificate**

* May only be available for analog power and signal chain products. ** Available for select products.

http://www.ti.com/lit/ml/spny010a/spny010a.pdf
http://www.ti.com/lit/ml/szzq188/szzq188.pdf


Functional safety
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C

Å Functional safety is the absence of unreasonable risk due to hazards 

caused by malfunctioning behavior of E/E systems. 

Å For a component to be compliant, the hardware must have both 

random hardware and systematic capability.

SoftwareHardware

Random hardware 

capability

Systematic 

capability
Systematic 

capability only

Hardware metrics :

Å SPFM

Å LFM

Å PHFM

Development process:

Å Rigorous development

Å Traceability

Å Supporting processes

Development process:

Å Rigorous development

Å Traceability

Å Supporting processes



TIôs role in satisfying systematic and 
random hardware capability
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Systematic 
capability

Random hardware 
capability

TI quality managed 
development process 

+ 

Customer evaluation 
of hardware elements

TI provides 
documentation for 

customers to conduct 
FMEDA analysis

Functional Safety-Capable

Functional Safety Quality-Managed
Functional Safety-Compliant

Systematic 
capability

Random hardware 
capability

TI functional safety 
development 

process

TI provides 
documentation for 

customers to conduct 
FMEDA analysis



Hardware element classification
ISO 26262-8:2018

Class  I: No or few states, no 

internal safety mechanisms

Example hardware elements:

Å Resistors, Capacitors

Å Diodes, Transistors

Å 3-pin LDO, level shifter

Å Simple logic gates

Å PTC temperature sensor 

Evaluation of HW element:

Å Evaluation by itself is not 

needed

Class II: Few states, no 

internal safety mechanisms

Example hardware elements:

Å OP AMPS

Å ADC

Å DAC

Å DC/DC converters

Å CAN/LIN transceiver

Evaluation of HW element:

Å Evaluation plan and 

argument are needed to 

prove functional 

performance

Å Supported by evaluation 

analysis and testing

Class III: Many states, 

includes safety mechanisms

Example hardware elements:

Å Microprocessors

Å SOCs (system on a chip)

Å Multichannel PMICs

Å Motor drivers

Å Higher function SBCs

Evaluation of HW element:

Å Additional measures to 

argue that the risk of a 

safety requirement violation 

due to systematic faults is 

sufficiently low
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TI functional safety product categories 
and ISO 26262 hardware element classes
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Safety 

Mechanism 

(SM)

Class I Class II Class III Compliant

No
Functional 

Safety-Capable
Functional Safety-Capable N/A

Functional 

Safety-Compliant

Yes N/A

If SM is not used by customer in safety 

concept 

or

if SM is used by customer in safety 

concept and the customer assumes a 

certain diagnostic coverage as defined 

in the standard for the SM:

Functional Safety-Capable 

If SM is used by customer 

in safety concept: 

Functional Safety 

Quality-managed

Functional 

Safety-Compliant

* Mapping of TI functional safety product categories to ISO26262 hardware elements classes are approximations for illustration purposes. 

Customers are responsible for determining their own hardware element classifications.



FMEDA hardware metrics

Data needed for calculations
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System FMEDA inputs for Functional 
Safety-Capable 

1. Product FIT 2. Product FMD and/or Product Pin FMA 



System FMEDA inputs for Functional 
Safety Quality-Managed and Complaint

3. Product FMEDA contains safety mechanisms and diagnostic coverage



TI Functional Safety product 
categories

Examples of data provided by TI for FMEDA
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Functional Safety-Capable
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1. Product FIT

2. Product FMD and/or Product Pin FMA



Functional Safety Quality-Managed
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1. Product FIT

2. Product FMD and/or Product Pin FMA

3. Product FMEDA

4. Functional Safety Manual



Functional Safety-Compliant
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1. Product FIT

2. Product FMD and/or Product Pin FMA

3. Product FMEDA

4. Functional Safety Manual


